
UA Mobile Device Policy  

All University Administration employees who connect to University email services or store University 

data on mobile (handheld) devices must protect their devices with authentication, and “remote wipe” 

capability must be enabled on their device.  More information about these requirements, as well as 

recommendations for implementation, are available in the UA Mobile Computing Guidelines at 

http://go.uillinois.edu/uamobiledevicepolicy. 
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